下一个ICP？详解去中心化计算机Quilibrium

撰文：Lydia Wu

读者应知悉：由于 Quilibrium 的主网尚未发布，且目前的公开信息较少，本文中关于激励机制、经济模型、融资历史、路线图等的描述仅立足于当下的时间点，实际情况在未来可能发生改变。本文的写作主要出于研究与科普目的，请勿作为投资参考，同时也欢迎同业的批评探讨。

### 1. 报告要点

#### 1.1 核心投资逻辑

#### 1.2 主要风险

#### 1.3 估值

由于 Quilibrium 尚处于非常早期的阶段，我们暂时无法得出项目的准确估值。但从流通市值和全流通市值来看，相比概念有重合度的其他市场玩家，Quilibrium 目前的市值具备一定的吸引力。

### 2.业务分析

Quilibrium 自己定位为「去中心化的互联网层协议，提供云计算的便利而不牺牲隐私或可扩展性」，以及「去中心化的PaaS解决方案」。针对这一定位，本部分将围绕以下几个问题对 Quilibrium 的业务进行阐述。



#### 2.1 业务定位

2.1.1 从计算谈起

无论在 Web2 还是 Web3， 「计算」都是一个至关重要的概念，是应用开发、执行和扩展的动力来源。

在传统互联网架构中，计算任务通常由中心化的服务器完成。云计算的出现提高了计算的可扩展性、可访问性和成本效率，并逐渐取代传统计算成为主流。

从服务内容看，大型云服务商提供的云服务模型通常可以分为基础设施即服务 (IaaS) , 平台即服务 (PaaS) 和软件即服务 (SaaS) 三大类，分别对应不同需求和能力的主体，提供对资源的不同级别的控制能力。一般终端用户比较熟悉的是 SaaS。PaaS 和 IaaS 主要面向开发人员。





在以太坊等主流区块链中，计算通常由去中心化节点完成。这种方式不依赖中央控制的服务器，每个节点在本地执行计算任务，并通过共识机制确保数据的正确和一致，但去中心化计算的能力和处理速度通常无法与传统云服务相比。

而 Quilibrium 试图在传统互联网的计算能力和可扩展性，以及区块链的去中心化之间找到一个「平衡」，为应用开发开辟新的可能。



2.1.2 计算机系统的中心化问题

对于大部分终端用户来说，计算机的中心化问题并不易于感知。这是因为终端用户直接面对的大多是硬件层面的计算机系统。我们的 PC、手机等设备分散在世界各地，并在个人控制下独立运行。这种分布式的物理存在使得计算机系统在硬件层面不一定中心化。

与相对分散的硬件形成对比的是，现有的计算机系统在网络架构和云计算服务层面明显更加中心化——亚马逊 AWS, 微软 Azure, Google Cloud 在 2024 年一季度的云服务市场份额超过 67%，与后来者拉开了显著的差距。



并且，作为 AI 浪潮「卖水人」，云服务商强者恒强的趋势似乎还在延续。微软 Azure 作为 OpenAI 的独家云服务提供商，近一年来的业绩增速一改往日颓势，呈现出加速增长的态势。在微软 2024 财年第三财季（即 2024 自然年一季度）财报中，Azure 和其他云服务的收入增长了 31%，高于市场预期的增长 28.6%。



除了市场竞争层面的考量，中心化的计算机系统带来的隐私和安全问题也愈发得到关注——几家大型云服务商的每一次宕机都会产生大范围的影响。数据显示，从 2010 年至 2019 年间，AWS 累计出现过 22 次突发故障，年均故障次数达 2.4 次。除了亚马逊自身的电商业务受影响之外，使用 AWS 的 Robinhood、迪士尼、Netflix、任天堂等公司的网络服务也大规模中断。

2.1.3 去中心化计算机的提出

在此背景之下，去中心化计算机的必要性被反复提出。由于近年来中心化云服务商越来越多地采用分布式架构，通过在多个地点复制数据和服务来避免单点故障，以及通过边缘存储来提升性能，去中心化计算的叙事重点逐渐转移到数据安全、隐私、可扩展性和成本效益上。

我们首先来辨析几个由不同项目提出来的去中心化计算机的概念，它们的共同特征是希望通过分散数据存储和处理，构建一个全球性的分布式计算平台，支持去中心化应用的开发。

值得注意的是，ICP, AO 和 Quilibrium 都不是传统意义上的区块链。它们不依赖线性的区块排列结构，但保持了区块链的核心原理如去中心化、数据不可篡改等，可以被视为是区块链技术范畴的自然扩展。虽然 ICP 至今未能将其宏图伟业落实，但 AO 和 Quilibrium 的出现确实带来了一种影响 Web3 未来的新可能性。

下表对比了三者的技术特点和应用方向，以期帮助读者理解「Quilibrium 是否会重蹈ICP覆辙」，以及同样作为去中心化计算的前沿解决方案，Quilibrium 和被称为「以太坊杀手」的AO有什么区别。



#### 2.2 共识机制

在传统区块链中，共识机制处于一个较为抽象和核心的层面，它定义了网络如何达成一致、如何处理和验证交易以及其他操作。不同的共识机制选择将影响网络的安全性、速度、扩展性和去中心化程度等。

Quilibrium 的共识机制被称为「有意义的工作证明」 (Proof of Meaningful Work/PoMW)，矿工被要求完成对网络有实际意义的工作，比如数据存储、数据检索、网络维护等。PoMW 共识机制的设计整合了如密码学、多方计算、分布式系统、数据库架构和图论等多个领域，旨在降低对单一资源 ( 如能源或者资本 ) 的依赖，确保网络的去中心化程度，以及在网络规模扩大的同时也能保持安全性和扩展性。

激励机制是确保共识机制能够顺利运行的关键。Quilibrium 的激励分配不是静态的，而是会根据网络状态动态调整，以保障激励与需求相匹配。Quilibrium 还引入了多重证明机制，允许一个节点验证多个数据片段，在节点和核心资源不足时依然可以维持网络运行。

我们可以用一个简化的公式来理解矿工的最终收益，其中单位奖励会根据网络规模动态调整。

收益=评分×单位奖励

评分的计算基于多种因素，具体公式如下：



其中，各个参数定义如下：

以上四个参数的加权总和将会有一个主题上限 (TC)，作用是将该数值限制在一定范围内，从而避免某些参数过大导致的评分不公



Quilibrium 目前在运行的节点数已经超过 6 万，实际运行中的节点收益可能会根据每个版本之间参数权重的不同而有所波动。在 v1.4.19 版本以后，矿工收益可以实时查看，但需要等主网上线后才可以领取。

#### 2.3 网络架构

Quilibrium 的核心业务是去中心化的 PaaS 解决方案，其网络架构主要由通信、存储、数据查询和管理、操作系统构成。本节将重点介绍其设计方案相对于目前主流区块链的不同之处，对技术细节和实现方式感兴趣的读者可以查阅官方文档和白皮书。

2.3.1 通信

作为网络的基础建构， Quilibrium 的通信由四部分构成。

a.密钥生成

Quilibrium 提出了一种基于图论的 PCAS (Planted Clique Addressing Scheme) 密钥生成方式。和传统区块链技术相似，PCAS 也使用了非对称加密——每个用户拥有一个公钥和一个私钥，公钥可以公开，用于加密信息或验证签名；私钥则保密，用于解密信息或生成签名。两者的区别主要在于密钥的生成方式、表现形式以及应用方向上（见下表）。



b.端到端加密

端到端加密 (E2EE) 是确保节点之间通信安全的关键组件，只有通信双方可以看到明文数据，即使是帮助传递信息的系统或中介也无法读取信息内容。

Quilibrium 采用了一种名为 Triple-Ratchet 的端到端加密方法，相比传统的 ECDH 方案提供了更高的安全性。具体来说，传统方案通常使用单一的静态密钥，或定期更新密钥，而Triple-Ratchet 协议会在每次通信后都更新密钥，从而实现前向保密、泄露后保密、可否任性、重播保护、无序消息传递等功能。这种方案特别适合群组通信，但相对而言复杂性和计算成本也较高。

c. 混合网路由

混合网络 (Mixnets) 是一个黑盒子，可以接收发送者的信息，并将它们传递给接收者，而外部攻击者即使能访问到黑盒子外的信息，也无法将发送者和接收者关联起来。

Quilibrium 采用了 RPM (Random Permutation Matrix) 技术，提供了一个在结构上复杂且难以被外部及内部攻击者破解的混合网络架构，在匿名性、安全性和可扩展性方面具有优势。

d.点对点通信

GossipSub 是一种基于发布 / 订阅模型的点对点消息传递协议，在区块链技术和去中心化应用 (DApps) 中应用广泛。 Quilibrium 的 BlossomSub 协议是对传统 GossipSub 协议的一个扩展和改进，目的是提高隐私保护，增强抵抗 Sybil 攻击的能力，并优化网络性能。

2.3.2 存储

大多数传统区块链使用加密哈希函数作为基本的数据完整性验证工具，并依赖于共识机制来确保网络一致性，这样的机制有两个主要的局限性：

通常不包括对存储时间的验证，对于抵御基于时间或计算能力的攻击没有直接的机制

存储和共识机制通常较为分离，可能导致数据同步和一致性上的问题

Quilibrium 的存储方案使用了可验证延迟函数 (VDF) 设计，创建了一个时间依赖性的链式结构，并集成了存储和共识机制。结合下图，可以总结出这种方案的几个特点：

输入处理：通过使用如 SHA256 和 SHAKE128 等哈希函数处理输入，任何数据的微小变化都会导致哈希值的显著不同，从而使数据更难被篡改、更易于验证

延迟保证：计算过程被故意设置为耗时的。计算任务必须按顺序执行，每一步都依赖于前一步的结果，无法通过增加计算资源来加速进程，以确保输出是基于连续和确定时间的计算得到的。由于生成过程无法并行化，任何试图重新计算或更改已经公布的 VDF 结果的行为都需要相当长的时间，这为网络参与者提供了足够的时间来检测和响应

快速验证：验证一个 VDF 结果所需的时间远少于生成这个结果所需的时间，通常只需要对最终结果进行一些数学检验或者利用一些辅助数据来确认结果的有效性



这种基于时间证明的链式结构不依赖传统区块链中块的生成，理论上可以减少 MEV 攻击和抢跑现象。

2.3.3 数据查询和管理

传统区块链大多使用简单的键值存储或 Merkle Tree 来管理数据，这种结构在表达复杂关系和支持高级查询方面通常较为受限。并且目前大多数区块链系统在节点执行查询时不提供内置的隐私保护机制，这也是零知识证明等隐私增强技术提出的背景。

Quilibrium 提出了一种「无记名超图」 (Oblivious Hypergraph) 构架，结合了超图结构和无记名转移 (Oblivious Transfer) 技术，可以在保持数据隐私性的同时支持复杂的查询能力。具体来说：

超图结构：允许边连接多个顶点，增强了表达复杂关系的能力。这种结构可以直接映射多种数据库模型，使得任何类型的数据关系都可以在超图上表达和查询

无记名转移技术：即使是处理数据的节点也无法了解正在访问的具体数据内容，增强了数据查询过程中的隐私保护

2.3.4 操作系统

操作系统并不是一个区块链原生的概念。大多数传统区块链主要关注共识机制和数据的不变性，通常不提供复杂的操作系统级别功能。比如以太坊虽然支持智能合约，但其操作系统功能相对简单，主要限于交易处理和状态管理。

Quilibrium 设计了一种基于其超图数据库的操作系统，并实现了常见的操作系统原语，例如文件系统、调度器、类似 IPC 的机制、消息队列、控制键管理等，这种直接在数据库上构建操作系统的设计可以为开发复杂的去中心化应用提供支持。



#### 2.4 编程语言

Quilibrium 的开发使用 Go 作为主要编程语言，也结合了 Rust 和 JavaScript。Go 语言的优势在于其处理并发任务的能力、简洁的语法以及活跃的开发者社区。根据 Tiobe 发布的编程语言排行榜，Go 语言近年来的排名上升明显，在最新的 6 月榜单中已经位列第 7 名。同样使用了 Go 语言做底层开发的区块链项目还有以太坊、 Polygon 和 Cosmos。





### 3.项目情况

#### 3.1 项目历史和路线图

Quilibrium 的白皮书发布于 2022 年 12 月，其路线图大致分为 3 个阶段：Dusk, Equinox 和 Event Horizon。

Quilibrium 目前仍处于非常早期的阶段，团队以两周为单位进行网络的更新迭代，目前的最新版本为 v1.4.20。由于团队删除了路线图的 1.5 阶段，网络的 1.4 版本之后将直接升级到 2.0 版本。2.0 版本也即主网，是 Dusk 阶段的结尾，预计将在七月下旬正式推出，届时将允许 $QUIL 的桥接。

根据暂定计划，Equinox 和 Event Horizon 阶段将为流媒体、AI/ML 模型训练等更高级的应用提供支持。

#### 3.2 团队和融资

Quilibrium 的创始人 / CEO 是 Cassie Heart。在创立 Quilibrium 之前，她是 Coinbase 的高级软件工程师，在软件开发和区块链领域拥有超过 12 年的经验。

由于 Cassie 对中心化的社交媒体平台持反对态度，她本人以及 Quilibrium 的项目账号主要活跃于 Farcaster。Cassie 的 Farcaster 账号拥有超过 31 万关注，其中包括以太坊创始人 Vitalik。Cassie 同时也是 Farcaster 的开发者。

从 Quilibrium 的开发者数据面板上看，Quilibrium 项目的开发自 2023 年 4 月开始，随后一直稳定进行。显示的开发者共有 24 位，主力是 Cassie Heart (Cassandra Heart)。





Quilibrium 的团队尚未公开其融资历史和投资机构。

#### 3.3 通证模型分析

$QUIL 是 Quilibrium 的原生代币，采用 100% 公平发射的形式，所有代币产出均来自节点运行。团队本身运营一小部分节点，但拥有的代币占比不到 1%。

$QUIL 没有固定的通证模型，代币总供应无上限，但是会根据网络采用的速度动态调整——网络规模增加时，会相应释放更多的代币作为节点激励；若规模增长放缓，相应的代币释放速度也会降低。

下表是团队和社区成员对代币释放时间表做出的预测，目前的流通量为 3.4 亿 ，预计最终供应量将收敛于 20 亿左右，具体的释放情况还需视生态发展而定。



#### 3.4 风险

Quilibrium 现阶段潜在的风险点包括：

项目处于非常早期的阶段，主网尚未发布，且项目复杂度较高，技术可行性和市场需求的验证尚未完成

短期内可能会面临来自知名度更高的 Arweave AO 在用户心智和开发者方面的竞争

没有固定的通证模型，代币释放速率可能不稳定，对于投资者来说增加了一定风险

### 4. 估值

类公链的基础设施估值本身就是一个非常复杂的过程，涉及 TVL、链上活跃地址、dAPP 数量、开发者社区等多个维度，而 Quilibrium 尚处于非常早期的阶段，Arweave AO 的代币 $AO 也尚未开放交易，因此我们暂时无法得出项目的准确估值。

我们在此列出与 Quilibrium 具有一定概念重合度的项目流通市值和全流通市值（数据截至 2024 年 6 月 23 日 )，供大家参考。
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